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October 2,2019: Pre-conference Agenda for DogFoodCon 2019 

Time Speaker Topic Details 

• 7:30 to 
8:35 AM 

Welcome time: Continental breakfast and coffee 

 

• 8:35 to 
8:40 

Tessa Young, 
DogFoodCon COO  

Attendee welcome, encourage break out room discussions, share IT security knowledge 

• 8:40 to 
9:40 AM 

Bill Sempf, Application 
Security Architect and 
Author 

Making and Baking 
Appsec 

Houston, we have a problem: we need more application security 
people. There is a real lack of folks that can test a web or mobile 
application for security vulnerabilities, write about them well, and 
then teach the developers how to fix them. It's a problem we have 
to solve. Verizon says that 86% of the breaches in 2017 had an 
application security component. So what are we gonna do? Bill, 
along with a cast of several, has been working on just this problem. 
He's consulted some of the experts on the topic in the community, 
and taken on some students of all experience levels, just to mess 
with their minds and see what works. And what's more - he'll tell 
you all about it. Spoiler: it worked out OK. 

• 10-minute break 

https://fusionalliance.com/contact/
https://www.linkedin.com/in/tessa-young-209065110/
https://www.linkedin.com/in/billsempf/
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• 9:50 to 
10:50 AM 

Rob Jones, Threat 
Management Specialist 
with MS 

Threat Vector and 
Detections 

Threat Hunting and Response using both automated and manual 

methods. Learn how you can operationalize the M365 Security 

tools into your day to day SOC Operations.  

• 10-minute break 

• 11:00 to 
Noon 

Terry Galentine, 
Principal consultant 
with Insight 

Securing Active 
Directory using Best 
Practices 

Whether you are installing a new domain or just inherited it, you 

should make sure it is secure.  This applies to Active Directory on-

premises or on VM’s in the cloud.  We will look at settings and 

designs to think about for your environment.  These will not work 

for all, and some will have more security depending on regulatory 

requirements or company policy. 

• Lunch break 

• 1:00 to 
2:00 PM 

Greg Jankuj, Premier 
Field Engineer with MS 

Security features in 
O365, focus on 
Exchange Online 

Email Phishing is still one of the primary attack vectors behind 

successful cyberattacks.  We will discuss various strategies like 

sender authentication, anti-phishing/anti-spoofing policies, and 

other capabilities within O365 to strengthen your security posture.  

• 10-minute break 

https://fusionalliance.com/contact/
https://www.linkedin.com/in/rbjonesmsft/
https://www.linkedin.com/in/terrygalentine/
https://www.linkedin.com/in/gjankuj/
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• 2:10 to 
3:10 

Dan King, IdM and 
Security Technical 
Specialist with MS 

 Conditional Access   
Overview 

With smartphones, tablets, laptops, and PCs, people have an 
increasing number of options for getting and staying connected at 
any time. Users expect the freedom to access their corporate email 
and documents from anywhere on any device—and they expect the 
experience to be seamless and modern. Conditional Access is the 
tool used by Azure Active Directory to bring signals together, to 
make decisions, and enforce organizational policies 

• 3:10 to 
5:00 

• White board 1:1 with speakers, network with peers. Optional: Head to the Rusty Bucket for informal gathering 
after hours 

    

    

 

https://fusionalliance.com/contact/
https://www.linkedin.com/in/king-of-identity/

